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Figure 2: Graph detailing the average percentage increase of 

clarity rating by training frequency 

Implications 

Those who do not receive security awareness train­

ing have reduced understanding of organizational in­

structions in the event of a security incident. The data 

presented here highlights that simply communicating 

security policy to untrained employees is ineffective. 

Without the benefits of training, such as improved 

understanding of terminology and knowledge about 

why procedures are in place, it is more difficult for an 

employee to understand and, ultimately, appropriately 

implement security based instructions. 

Conclusion 

Organizations wishing to improve their communica­

tion with employees regarding what to do in the event 

of security incidents should implement security aware­

ness training. Those who are already implementing 

security awareness training should consider assessing 

the perceived clarity of security policy instructions, 

and increasing the frequency of their training schedules 

accordingly. 

About KnowBe4, Inc. 

KnowBe4, the provider of the world's largest secu­

rity awareness training and simulated phishing 

plat­form, is used by more than 50,000 organizations 

around the globe. Founded by IT and data security 

specialist Stu Sjouwerman, KnowBe4 helps 

organizations ad­dress the human element of security 

by raising aware­ness about ransomware, CEO fraud 

and other social engineering tactics through a 

new-school approach to awareness training on 

security. Kevin Mitnick, an internationally 

recognized cybersecurity specialist and KnowBe4's 

Chief Ha.eking Officer, helped design the 
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KnowBe4 training based on his well-documented social 

engineering tactics. Tens of thousands of organiza­
tions rely on KnowBe4 to mobilize their end users as 

the last line of defense. 

About the KnowBe4 Research Technical Re­

port 

Establishing an excellent security culture is an 

important aspect of developing an efficient defense 

against cyber security threats. Reports from KnowBe4 

Research provide analysis of various aspects of security 

culture, in order to provide quantifiable, up to date 
information about global practices and standards in 

different industries. 

About KnowBe4 Research 

KnowBe4 Research is the research arm ofKnowBe4, 

Inc. Our mission is to provide IT and security leaders 

with high quality, vendor neutral data-driven insights 

related to cybersecurity and the human element. 




























